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[bookmark: _Toc528341594]1	Decision/action requested
This contribution proposes a proposal for the skeleton of TR 33.818.
[bookmark: _Toc528341595]2	References
[1]	 3GPP TR 33.916: “Security Assurance Methodology (SCAS) for 3GPP network products”
[bookmark: _Toc528341596][2]  3GPP TR 33.926: “Security Assurance Specification (SCAS) threats and critical assets in 3GPP network product classes”
[3]  3GPP TR 33.117: “Catalogue of general security assurance requirements”
3	Rationale					
This pCR provides the scope of TR 33.818.
[bookmark: _Toc528341597]4	Detailed proposal
[bookmark: _Toc467658313][bookmark: _Toc482970147][bookmark: _Toc456274600][bookmark: _Toc457562827][bookmark: _Toc528341599][bookmark: historyclause]*************** Start of 1st Change ****************

1	Scope
Editor’s Note: This clause will outline that the present document contains gap analysis.
[bookmark: _GoBack]The present document studies the SECAM (Security Assurance Methodology) and SCAS (Security Assurance Specification) for 3GPP virtualized network products based on SECAM and SCAS defined in TR33.916[1]. It makes thorough gap analysis between current SECAM/SCAS work in TR 33.916[1] and SECAM/SCAS work for 3GPP virtualized network products. It also identifies, defines ToE and roles of SECAM/SCAS for 3GPP virtualized network products according to deployment scenarios and decoupling ways. Based on the identified ToE and roles, the present document details the needed change or additional work to current security assurance methodology for the creation, evaluation procedure of related SCAS documents, etc. It studies new threats of the identified ToE and identifies the additional security requirements of the ToE, or/and identifies existing relevant/supporting requirements specified in other SDOs. The present document also provides potential new SECAM/SCAS proposals and points out the impact to existing SECAM/SCAS documents (including TR 33.916[1], TR 33.926[2], TS 33.117[3], etc.).

*************** End of 1st Change ****************

*************** Start of 2nd Change ****************
[bookmark: _Toc456274601][bookmark: _Toc457562828][bookmark: _Toc528849936]2	References
Editor’s Note: This clause will outline that the present document contains references. 
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
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	[2]  3GPP TR 33.926: “Security Assurance Specification (SCAS) threats and critical assets in 3GPP network product classes”
	[3]  3GPP TR 33.117: “Catalogue of general security assurance requirements”

*************** End of 2nd Change ****************
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